**Class: 05 (21 Sep 2024)**

**# Reconnaissance:**

* OSINT – Open-Source Intelligence

Pentest Methodology

* <https://www.virustotal.com/gui/> 🡪 check is there any virus in crack file
* <https://app.any.run/> 🡪virus check for file
* <https://leakpeek.com/> 🡪 check is your data public?
* For a picture, first check property
* How to create a Share Folder in kali Linux 🡪See assignment
* Cd /media/sf\_JU 🡪sf mean shared file //terminal
* Disk file check 🡪testdisk ch9 🡪Intel🡪advance🡪FAT32 🡪list🡪file🡪if there is a red file then go this file using cursor and type C and again C… file will be store in JU folder🡪convert file into ZIP 🡪then extract all🡪check properties of this picture 🡪
* Terminal 🡪 /media/sf\_JU/Files/revendications/Pictures 🡪file location
  + Type exiftool 1000000000.jpg 🡪picture name 🡪 show all details about this picture
  + <https://www.gps-coordinates.net/> 🡪 add coordinate
* <https://osintframework.com/> 🡪Check fast
* Exodus mobile aps: 🡪 for check any aps permission.
* <https://osintleak.com/dashboard> : for user all details
* ?intitle:index.of? pdf hacking 🡪 for download any file/videos/ or goto <https://www.dorkgpt.com/>
* <https://www.exploit-db.com/google-hacking-database>
* <https://polyswarm.io/>
* <https://www.hybrid-analysis.com/>
* <https://urlscan.io/>
* <https://talosintelligence.com/>
* <https://urlhaus.abuse.ch/browse/>
* <https://abuse.ch/>
* https://polyswarm.network/scan
* https://metadefenderopswat.com/
* https://analyze.intezer.com/
* https://www.hybrid-analysis.com/
* https://app.any.run/
* https://tria.ge/submit/file

**OSINT Tools Collections**

* OSRFramework: https://lnkd.in/dY2TZARX
* OSINTLeaks: https://osintleak.com/